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With its open society, in combination with the worsening geopolitical situation, 

the Netherlands is vulnerable. This vulnerability manifests itself mainly in threats 

to economic and digital security. Certain troubling tendencies can also be observed 

within Dutch society. To protect our freedoms, prosperity, openness and international 

position, a comprehensive approach to security is essential, as a foundation for 

policymaking.

• Establish a central government-wide security strategy (comprehensive approach to security; 
all-hazard approach; linking national and international security; for the Kingdom as a whole)

• Future-proof critical infrastructure
• Modernise crisis management (more robust organisation; amend legislation)
• Modernise surveillance and protection system

• Enhance National Cyber Security Centre (NCSC)
• Assistance from the NCSC or Ministry of Defence to government, private sector and institutions
• Share threat information more widely with the private sector, government and institutions
• Expand Computer Emergency Response Teams (CERTs)
• Better oversight of and cooperation with critical providers
• Safer hard- and software (including by means of a crypto strategy)
• Regular drills and tests (government, private sector, institutions)
• Increase digital autonomy by investing in knowledge and innovation
• Enhance our intelligence position with regard to digital threats
• Enhance and use diplomatic cyber response framework

• Continue the local approach
• Closer cooperation with central government, municipalities, police and youth care
• Address the issue of jihadist travellers and returnees
• Focus on jihadists and lone actors who have been released from prison
• Address right-wing extremism (online and elsewhere)
• Address social unrest/discontent
• Targeted deployment of intelligence, security services, and intl. coordination of counterterrorism
• Combat breeding grounds for terrorism and radicalisation abroad

• Enhance European cooperation (e.g. in the CFSP and the CSDP)
• Strengthen NATO cooperation (including strengthening national resilience)
• Increase cooperation with like-minded international partners (outside the EU and NATO)
• Protect and promote the international legal order
• Proactive diplomacy and con�ict prevention (such as early warning, early action)
• Combat the spread of chemical, biological, radiological and nuclear weapons
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• Combat undesirable investment and takeovers
• Encourage responsible purchasing and contracting practices
• Combat undesirable transfer of knowledge (e.g. in the private sector and at universities) 
• Protect information and communication systems (e.g. telecom networks)
• Reduce strategic dependencies (e.g. raw materials)
• Enhance our intelligence position
• Implement export controls
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• Combat undesirable in�uence (e.g. among members of the diaspora)
• Combat disinformation (e.g. on social media)
• Combat undesirable foreign �nancing
• Operationalise government-wide response framework for state actors
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